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“ “ “CU Coding is a notable player in the arising Intelligent Infrastructure market. 
nCloud's data repair capability is really impressive. A focus on the intelligent 
infrastructure automation is the differentiator.” 
 
Philip Dawson, VP Analyst at Gartner 

What Gartner Described CU Coding ... 
Confidential 

2 



Our Founders 

       Prof. PC CHING             Prof. Soung-Chang LIEW          Prof. Patrick LEE            Prof. Raymond YEUNG               Joseph WONG                        Aldous NG 
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Our Impact-backed Core Technology – Network Coding  

Government 
Grant for 

Landing in 
China 

HKSTP LEAP 
Intake 10 

Hype Cycle 
Intelligent 

Infrastructure 

Funded by Record-
breaking Grants in 

Hong Kong 

2010-2017 2020 2020 2020 

1st in HK   RMB 20M HKD 4.8M HKD 100M 

2019 2018 

Establishment 

CU Coding 
Founded & 
Acquired  
Unissoft 

HKSTP 
Incu-Tech 
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HKD 1.3M 
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Establishment 

Unissoft 
Founded & 

Joint 
Cyberport 

2016 



Pain points | Solution 
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Strong SMB Demand 

Insufficient Files Protection 

Higher Security & Privacy Priority 

iNAS Killer App 

Email Direct 

File Direct 

Scan Direct 



What We Offer 
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Full Integration with 
Microsoft Azure 

 
We offer cloud-based 
recordkeeping solution, 
with Microsoft firewalls 
for file protection and 
interfaces for fast file 
management 
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Convenient & Safe 
Server Experience 

 
Azure AD Passcodes are 
required for entries to & 
exits from our iNAS 
virtual container 

iNAS Icon on 
Microsoft 365 

 
iNAS icon could be found 
on O365 launch screen 
for convenient access. 
SharePoint access is 
available 

Full Compliance  
Capabilities 

 
iNAS Audit Trail could 
track every action within 
the virtual container, 
enabling easy 
compliance to 
recordkeeping-related 
laws 



• Mount drive to iNAS by WebDAV 
• File access on request (not sync) 
• Audit Trail to log user access 
• Version Control 

iNAS File Direct 
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Features 



iNAS Email Direct 
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• POP3 setup to dedicated email accounts 
• Email auto-download to iNAS Web UI 
• Compound Document Type for attachments 
• Full Text Search 

Features 



iNAS Scan Direct 
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Scanned 
Document 

• One button scan to iNAS via WebDAV 
• Chinese and English OCR 
• e-Discovery Content Search 

Features 

Secure Pathway 
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Demo - iNAS WebDAV File Service 
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• Map iNAS from Windows Explorer with ease and convenience 
• Retrieve, edit and update remote files directly 
• Security guaranteed 

Features 
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Demo - iNAS Web: User Interface 
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• Security & file recovery 
• Logon from browser 
• Advanced search engine 

Features 



Key Technologies – 
nCloud 
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Access Network 
 

WiFi 6/ 5G/ 
LoRaWAN 

Novelty 
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Security Algo 
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nE
dg

e  
Lightweight 

Security Algo 

Secured storage of data 
even on untrusted/curious 

clouds 

Privacy through network coding 
+ 

Deduplication for efficient storage 

Convenient Access Points 

Novelty 
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Major Marketplace Platforms 

nCloud Datahub: Interoperability Between Cloud Platforms 
nC

lo
ud

 

S3 Interface 

nE
dg

e 
  

nCloud Container 

User 
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Public Cloud Service Provider 

Data Redundancy & Reliability Secret Sharing Security Deduplication Available at Major Marketplace  
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nEdge Container 



Why CUC nCloud Datahub 
Confidential 

Centralized Data Set 

Security w/o Compromise 

nCloud Datahub Is a Key 
Enabler of a Smart City 
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Data Sovereignty    

Geo-distributed 

Cloud Native 



Value Added to VMware  
nCloud Datahub 

 
• Unified cloud over DCs 
• Built-in data redundancy 
• Politically neutral - flexible choice of cloud 

vendors 

VMware vSAN Stretched Cluster 
 

• Data replication double storage cost 
• VMware cannot connect to Alicloud, 

Huawei and Tencent etc. 

vs. 

VM
w

ar
e 

vS
AN
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Data Centre 1 

Integration Layer 

Data Centre 2 

Integration Layer 

Data 

Cloud vendor A Cloud vendor A 

Data 
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nCloud Layer 

Data 

Your choice of cloud vendor 
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Guide on VMware vSAN Stretched Cluster: https://storagehub.vmware.com/t/vsan-stretched-cluster-guide/ 

Value Added to VMware in Figures 
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25% 
Storage Saving for  

2X Redundancy  

How does nCloud outperform vSAN Stretched Cluster? 

n 
Number of Distributed DCs 

While vSAN being 2 

k 
Tolerable DC Failure 
While vSAN being 1 

50% 
Data Traffic Saving 

https://storagehub.vmware.com/t/vsan-stretched-cluster-guide/


Contact Us 
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Contact Person: Aldous Ng 
Email: aldous_ng@cucoding.com 


